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Annex 5, Part A, second major row of Table A1, item 4, amend to read: 

4.3.2 Threats to 
vehicles regarding 
their communication 
channels 

4 Spoofing of messages or data 
received by the vehicle 

4.1 Spoofing of messages by impersonation (e.g. V2X 
cooperative awareness or manoeuvre coordination 
messages, GNSS messages, etc.) 

4.2 Sybil attack (in order to spoof other vehicles as if 
there are many vehicles on the road) 

 

Annex 5, Part B, first row of Table B1, amend to read: 

Table A1 
reference 

Threats to "Vehicle communication 
channels" 

Ref Mitigation 

4.1 Spoofing of messages (e.g. V2X 
cooperative awareness or manoeuvre 
coordination messages, GNSS messages, 
etc.) by impersonation 

M10 The vehicle shall verify the authenticity and 
integrity of messages it receives 

 

    


