# **Proposal for amendments to ECE/TRANS/WP.29/GRVA/2023/5**

This document is based on the outcome produced during the session on 12-13 January 2023 of the workshop on the implementation of UN Regulation No. 155.

# **Proposal**

In *ECE/TRANS/WP.29/GRVA/2023/5*,

*Section K,* amend to read:

“6. Certificate of Compliance for Cyber Security Management System

6.1. Contracting Parties shall appoint an Approval Authority to carry out the assessment of the manufacturer and to issue a Certificate of Compliance for CSMS.

*Explanation of the requirement*

**Prior to issuing a type approval, when assessing a manufacturer, the Approval Authority may make arrangements[[1]](#endnote-1) with the Approval Authority of another contracting party to accept their Certificate of Compliance for Cyber Security Management System (without suitable arrangements between the Authorities, the requirements of UN Regulation No. 155 may be considered not to be met). The Approval Authority issuing the resulting type approval remains responsible for the whole scope of the relevant CSMS.**”

1. The items to be arranged between the Approval Authorities need to be further specified. The use case approach could be an effective way forward.

   [↑](#endnote-ref-1)